Anyone else find it interesting that an outgoing Obama administration undertook this action only days before Trump was sworn into office?
[image: ]
https://www.eac.gov/sites/default/files/eac_assets/1/6/DHS_Cybersecurity_Services_Catalog_for_Election_Infrastructure.pdf









This is the only reply I have ever gotten from Secretary of State Evnen, despite numerous emails to him, received June 18, 2021. He even put it in bold print that our machines do not connect to the internet.
--------------------------------------------

[image: ]





For reference, this is the letter to which Evnen responded. I have sent other letters also and never received any reply.
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Secretary of State Evnen has been adamant that ES&S machines do not have the capability to connect to the internet. ES&S is headquartered in Omaha and is the nation's top provider of voting machines.

[image: ]
https://www.thegatewaypundit.com/2021/04/exclusive-attorney-matthew-deperno-sits-jim-hoft-patty-mcmurray-first-interview-court-hearing-antrim-county-case-video/











Contact Nebraska Attorney General Doug Peterson and ask him to join other AGs in bringing the case found at this link--https://fix2020first.com/--to the Supreme Court. As you can see, this law suit indicates that ES&S machines suffer “grave issues” and are vulnerable. 

https://cdn.michaeljlindell.com/downloads/fix2020first/states-v-us-and-states-compl-2021-11-23.pdf
[image: ]
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That statement above, from Jovan Hutton Pulitzer, is exactly why Senator Clements deserves our praise for having been the ONLY senator in the Unicameral to have had the courage to call for a full forensic audit in all fifty states. It is also exactly why every elected Republican who has remained silent and failed to speak out against the election fraud in our country SHOULD BE SENT PACKING. 


















And how is it not a conflict of interest that Crowdstrike software is being used to ensure that our elections are secure?
[image: ]
[bookmark: _GoBack]
We know that Lancaster County had an agreement with the Center for Internet Security (CIS), and that Crowdstrike provided the software which was used for EDR Services. CIS has an agreement with the federal government to provide EDR Services to certain SLTT (state, local, territorial, tribal) entities. It would be good to know which things were taken into account in determining which SLTT entities the federal government made these agreements with, I think. 

Also notable is that ES&S is a member of CIS. Weren't new ES&S voting machines put in place in Nebraska just before last November's election? Secretary of State Evnen seems convinced that our elections were proven to be secure. Was Crowdstrike software used to provide him those assurances? And if our machines in Nebraska are never connected to the internet, as Evnen claims, then why are ES&S (as well as practically every county in Nebraska) members of the CIS Elections Infrastructure Information Sharing and Analysis Center™ (EI-ISAC®)?


[image: ]
https://www.cisecurity.org/ei-isac/
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https://www.cisecurity.org/ei-isac/partners-ei-isac/
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[image: ]https://www.lancaster.ne.gov/DocumentCenter/View/6207/C-20-0552








Should a cybersecurity company with a document outlining their plans for "Reinventing Government" be used to provide the security for our elections? How is this not a conflict of interest? Clearly, Crowdstrike is not approaching our elections from a neutral position. Whether nefarious or not, Crowdstrike is without a doubt seeking to use their role in cybersecurity to manipulate our government. Their involvement in providing election security software used in our state is something that our Secretary of State Evnen should be investigating. We need a full forensic audit. And we need it done before our next primary election so that the people can be assured that our elections are secure from the influence of those who seek to "reinvent" our government in a way that would reflect their own interests.

Secretary of State Evnen should conduct a full forensic audit.

[image: May be an image of text]
https://www.crowdstrike.com/wp-content/uploads/2020/12/GovLoop-Innovations-Guide-2020.pdf







Crowdstrike, whose software is used as part of the election cybersecurity measures taken in our own state (and likely every other in the nation), clearly has an agenda. Part of their plan for "Reinventing Government" through the use of cybersecurity in our elections involves a plan to "leverage" volunteers. Should Crowdstrike be seeking to "leverage" anything? (The answer is no.)
And if you follow the various links throughout this "Reinventing Government" document from Crowdstrike, you will see how others were also involved in manipulating our elections by exerting efforts to ensure that the database of volunteers used in our elections was made up of people that THEY chose. I find the repeated use of the word "leverage" (in this document and in those that are linked to) to be disturbing.
Tell Secretary of State Evnen that those who seek to “leverage” our election process should not have any access to it at all. We MUST have a full forensic audit before our next primary election.

[image: ]



The database of volunteers to work elections was made up of those who had been vetted to meet the requirements of those who have a stated agenda to "reinvent government." This is manipulation of our elections and it should not be permitted. Secretary of State Evnen should conduct a full forensic audit BEFORE our next primary.

[image: May be an image of text]
https://harris.uchicago.edu/news-events/news/election-cyber-surge-launches-connecting-local-election-administrators-volunteer












More from the “Reinventing Government” document on the Crowdstrike web site. 
Those who have been fighting to keep CRT out of our schools might notice a few buzzwords here. This is more of how Crowdstrike would like to use cybersecurity to “Reinvent Government.” With a heavily left-leaning political agenda and a clearly stated intent to use cybersecurity to transform our culture, Crowdstrike should NOT be providing software to assure us that our elections are secure. 
We need to call on Secretary of State Bob Evnen to conduct a full forensic audit to assure us that the outcomes of our elections are free from interference by people who want to transform our government and our culture.

[image: ]

The “Reinventing Government” document on the Crowdstrike web site links to these two pages and gives us more insight into how Crowdstrike would like to see our government reinvented.  The Colorado Equity Alliance claims that it “aims to operationalize equity and make sure it is woven into the fabric of state governance.” There are many concerning things in the link to the empathy training as well.
[image: ]
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Should we feel comfortable allowing Crowdstrike to provide EDR Services for our elections, knowing that those at Crowdstrike would like to transform our country and our culture?

[image: ]











Besides Crowdstrike posting the document on their web site about how they would like to “Reinvent Government,” there are other reasons for us not to want them to have anything to do with providing security for our elections.

[image: ]https://consortiumnews.com/2019/06/17/fbi-never-saw-crowdstrike-unredacted-or-final-report-on-alleged-russian-hacking-because-none-was-produced/








DNC/Clinton campaign lawyer Michael Sussman (whom Special Counsel John Durham is expected to recommend for indictment for giving false statements) is the one who hired Crowdstrike to examine the "hacked" DNC computers. The computers in question in the investigation were never examined by the FBI.

[image: No photo description available.]https://technofog.substack.com/p/nyt-john-durham-seeks-indictment





Zuckerberg money was dumped into Lancaster County via a grant. This picking and choosing of where large sums of money get infused into our election process unlevel the playing field and give advantages to some areas over other areas in our state. This is yet another way that the left manipulates the outcome of our elections. We need a full forensic audit of our November 2020 general election.
robert.evnen@nebraska.gov
402-471-2554

[image: ]
https://www.influencewatch.org/non-profit/center-for-tech-and-civic-life/
--Thanks to Kathy F. for sending me this info.  










When Zuckerberg (or anyone else) is permitted to dump money into select areas of our state in order to improve election turnout, this is an interference into and a manipulation of our election process. Secretary of State Evnen should be conducting a full forensic audit.
robert.evnen@nebraska.gov
402-471-2554
[image: May be an image of text that says 'CENTER FOR TECH AND CIVIC LIFE September 30, 2020 Lancaster County, Nebraska C-20-0650 Lancaster County Board Chair 555 S. 10th Street. Suite 110 Lincoln, Nebraska 68508 Dear Sean Flowerday, am pleased to inform you that based on and n reliance upon the information and materials provided Lancstr County, and the special circumstances Lancaster County faces administering elections 2020, Center for Tech and Civic Life ("CTCL"), nonprofit organization tax-exempt under Internal Revenue Code ("IRC") section 501(c)(3), has decided to award grant to support the work of Lancaster County ("Grantee"). The following is description of the grant: AMOUNT OF GRANT: USD']
https://www.lancaster.ne.gov/DocumentCenter/View/6716/C-20-0650?bidId



This is the summary that Lancaster County was required to provide to CTCL telling how they spent the grant money. Notice the note at the bottom thanking CTCL (i.e., the Zuckerbergs) for helping them to address COVID issues. Also notice that the bulk of the grant went toward “vote-by-mail,” and not one red cent went toward personal protective equipment (PPE) for staff, poll workers, or voters. Clearly, this money was spent in a way which favored those who voted by mail.
--Thanks to George B. for requesting and obtaining this report. 
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[image: May be an image of text]
https://disclosures-clerk.house.gov/public_disc/ptr-pdfs/2020/20017460.pdf
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From: Jennifer Hicks!

Sent: Monday, June 14, 2021 11:36 AM

To: Eynen, Robert <robert.evnen@nebraska.gov>
Subject: Election Integrity

Mr. Secretary,

I would Tike to encourage you to visit AZ (Maricopa County), as
many other states have, and learn how they are conducting the
forensic audit of the November election. Every state must
conduct a full forensic audit to ensure that our elections are
free and fair. Nebraska is no different.

It has been shown that--despite assurances given prior to last
November's election that their machines could not be breached
via internet access--the voting machines from ES&s (based in
omaha and widely used around the country) are susceptible to
security breaches. For elections of positions at the federal
level, every state has a vested interest in the security of the
elections in every other state. As ES&S is central to election
security and is based in Omaha, how Nebraska addresses (or fails
1o address) the vulnerabilities of our election process is
something of which the rest of the country will certainly take
note.

Please take every measure available to you to ensure that
Nebraskans can be assured that their votes still matter. Without
our votes as our voice in choosing who represents us, we are
nothing more than slaves. Thank you.

Respectfully,
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On Friday Michigan Attomey Matthew DePerno released his much anticipated Michigan Elections
Forensics Report
Among the findings DePerno announced that

o Modem chipsets weve installed in the voting systems motherboards used in Michigan
« And there were 66,194 unregistered ballots tallied in just nine Michigan counties by one of his
expert analysts.
For months the companies behind the computer voting systems claimed their computers did
ot have internet access.

In his report that was filed in Michigan court, DePerno revealed that the ESES DS200
Voting machines contain a Telit LE910-SV1 Modem Chip installed on its motherboard.
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Electronic voting systems are inherently
vulnerable to hacking and manipulation.

50. In addition to the unconstitutional acts
associated with mail-in and absentee voting, there are
grave issues surrounding the vulnerability of
electronic voting machines—such as the electronic
voting systems provided by Dominion Voting Systems,
Inc. (“Dominion”) and Election Systems & Software

(‘ES&S”)—that were in use in all of the Defendant

19
States (and other states as well) during the November
2020 election.
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Supreme Court Filing Document - Lindell suit

Attached is the full Supreme Court Filing launched by Mike Lindell. All 82 pages are in detail attached. The,
GOP fought against this and even threatened to blackball any in the GOP who joined the suit. Read all the

claims in detail.
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TRUMP-ZELENSKY PHONE CALL

Trump: “I would like you to do us a favor
though because our country has been
through a lot and Ukraine knows a lot about

it. | would like you to find out what
happened with this whole situation with
Ukraine, they say Crowdstrike..."
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The Elections Infrastructure Information Sharing and Analysi Center™ (E1ISAC") was established
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MEMORANDUM OF AGREEMENT
BETWEEN THE CENTER FOR INTERNET SECURITY
AND

LANCASTER COUNTY, NEBRASKA FOR
Endpoint Detection & Response (EDR) Services
(Federally Funded Services)

This MEMORANDUM OF AGREEMENT (“Agreement”) by and between the Center for
Internet Security, Inc. (‘CIS”), operating in its capacity as the Multi-State Information
Sharing and Analysis Center (MS-ISAC) and the Elections Infrastructure Information
Sharing and Analysis Center (EI-ISAC), located at 31 Tech Valley Drive, East
Greenbush, NY 12061-4134, and Lancaster County, Nebraska (Entity) with its
principal place of business at: 555 S. 10% St., Lincoln, Nebraska 68508, for EDR
Services, as defined herein below (CIS and Entity collectively referred to as the
“Parties”).

+ Inits role as the MS-ISAC and the EI-ISAC, CIS has been recognized by the United
States Department of Homeland Security (DHS) as a key Cyber Security resource
for all fifty states, local governments, United States territories, and tribal nations
(SLTT) and state and local elections entities; and

« CIS operates a twenty-four hours a day, seven days per week (24/7) Security
Operations Center (SOC); and

+ CIS has entered into an agreement with the federal government to provide EDR
Services to certain SLTT entities.

In consideration of the mutual covenants contained herein, the Parties do hereby agree
as follows:

I Purpose

The purpose of this agreement is to set forth the mutual understanding between
Entity and CIS with respect to the provision of EDR Services to Entity.

1. Definitions
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Responsibilities

Appendix A, which is attached hereto and incorporated herein, contains the
specific responsibilities for Entity and CIS regarding the EDR Services. Entity
understands and agrees that, as a condition to commencement of EDR Services
under the terms of this Agreement, it must:

A. agree to comply with the terms and conditions applicable to Entity as set forth
in Appendix A; and

B. execute the Entity Certification form attached as part of Appendix A.
Title

The EDR Services include use of software that is licensed to CIS by a third party
provider, Crowdstrike, Inc. (“Crowdstrike”). All title and ownership rights of the
software shall remain with Crowdstrike.

The Customer shall own all right, title and interest in its data that is provided to
CIS pursuant to this Agreement. Customer hereby grants CIS a non-exclusive,
non-transferable license to access and use such data to the extent necessary to
provide EDR Services under this Agreement.

Term of this Agreement

This Agreement will commence on the date it is signed by both Parties, and shall
continue in full force and effect until June 30, 2021 (the “Term”), unless otherwise

earlier terminated by either party or the Term is extended by agreement of the
Parties.

Except as otherwise provided in this Agreement, either party shall have the right
to terminate this Agreement at any time by providing at least thirty (30) days
prior written notice as provided herein to the other party of the date of
termination. Should either party breach this agreement, the non-breaching party
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3. Leverage volunteers

Cybersecurity and election security are
increasingly intertwined because of the potential
for hackers to interfere in contests such as the
2020 presidential race.

Still, state and local agencies sometimes lack the
security assets and personnel of their federal
counterparts because of their typically tighter
budgets. To mitigate this, the University of Chicago

Harris School of Public Policy launched the Election

Cyber Surge in August 2020.

The program pairs state and local election
administrators and officials with volunteer
technologists who can advise them on various
cybersecurity issues.

Furthermore, agencies can search a database of
the volunteers for the cybersecurity experience,

skillsets or subject-matter expertise that would best

meet their needs.

4. Secure new tools

5G refers to the fifth generation of wireless
networking technology. Using 5G, devices such as
smartphones will obtain faster speeds and stronger
connectivity than before.

In 2020, the Cybersecurity and Infrastructure
Security Agency (CISA) released its strategy for
protecting this potentially revolutionary technology.
CISA's plan considers risk management, stakeholder
engagement and technical assistance as core
components of 5G safekeeping.

To help protect 5G, CISA will expand awareness
around risks to the technology’s supply chain. CISA
will also promote trusted vendors to assist with 5G
innovation. Additionally, CISA will work with state,
local and private-sector partners to find and fix 5G
vulnerabilities.

*%//
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Election Cyber Surge

< Back to Cyber Policy The Election Cyber Surge program opens a line of communication
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+ The Top 4 Culture Innovations

Promoting a Healthy and Inclusive Remote Workforce

COVID-19 has not just altered government. The coronavirus has also damaged the economy. Alongside

rising social and financial stresses, communities nationwide are reevaluating how their residents and

police forces interact.

Race is a powerful undercurrent in these discussions, and many conversations have focused on elevating

diversity and inclusion. Following suit, many agencies are studying how their workforces can become more

welcoming and multicultural.

Now, agencies are paying more attention to how their offices can become more respectful and harmonious for

their entire workforces. Whether in-person or remote, the switches agencies are making could lead to a more

tolerant and accepting public sector.

1. Build culture for the new normal

It's difficult to talk about employee culture without

acknowledging COVID-19.

This new normal hasn't just changed how teams hold
meetings, complete tasks or conduct daily operations;

it fundamentally changed how employees connect
with one another. Where does this leave us and the
relationships we've worked hard to build?

The answer is we are still focused on our teams’
daily culture. Before the coronavirus and now,
building culture has not only been about happy
hours, daily check-ins or team lunches. It's also

about creating a sense of belonging.

Although the methods may have changed, the goal
is still the same. And that is encouraging in the sea

of other chanaes aaencies have faced this vear.

2. Create belonging with the community

When Colorado’s governor signed an executive order
in August 2020 prioritizing diversity, equity and
inclusion in state government, it was a commitment
to create an inclusive workplace for all. What many
might not know, however, is the people and culture
that prompted this order.

The Colorado Equity Alliance, a group of
representatives from state agencies and community
organizations in the business of operationalizing
equity, catalyzed the change. The group empowers
community voices to provide feedback and guide
the strategic direction of state-funded, equity-
building initiatives.

Through the alliance, the state is addressing historic
inequities as issues that affect both government
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Equity is when everyone, regardless of who they are or where they come from, has the opportunity to
thrive. This requires eliminating barriers like poverty and repairing injustices in systems such as
education, health, criminal justice and transportation.

What is the Colorado Equity Alliance? Mission
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Get the Toolkit

LEADERSHIP, PROFESSIONAL DEVELOPMENT

EMPATHY IN THE
WORKPLACE: A GOVLOOP
TOOLKIT

@ Leah Anderson October 6, 2020
¥ fins®

We aren't often trained, either as individuals or in a management or lead-
ership position, how to practice empathy at work. And this lack of training
or awareness can lead to a breakdown in communication, unfair circum-
stances and inequality among peers.

We created this toolkit to walk you through practical ways to foster empa-
thy at work. We'll cover the following concepts in a worksheet-based
format:

® Active Listening

e Constructive Feedback

* Empathy & Emotional Intelligence
* Conflict Management

* Unconscious Bias

* Diversity, Equity & Inclusion

Get the free toolkit now:

RECENT ARTICLES ON GOVLOOP

Tips for Your 2022 Career Goals

Talk the Talk: 3 Software Security,
Concepts to Know Now

The 6-Step Approach to Digital

Transformation Within Government

Best of USAJobs December 3

How to Make a Flexible Spending Account
Work for You
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Entity; (c) identify threats on premise, in the cloud, or on remote systems; (d) inspect
network traffic in a decrypted state on the endpoint for the limited purpose of
identifying malicious activity; and (e) identify and remediate malware infections.

2. Centralized management of EDR data to allow system administration, event
analysis and reporting by CIS SOC. Additionally, Entity will be able to interact with
its own EDR data through the management system.

I Consideration

Federally Funded EDR Services - Pursuant to the agreement with the federal
government, CIS is providing EDR Services at no charge to Entity.

. Responsibilities

Appendix A, which is attached hereto and incorporated herein, contains the
specific responsibilities for Entity and CIS regarding the EDR Services. Entity
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FBI Never Saw CrowdStrike Unredacted or Final Report on
Alleged Russian Hacking Because None was Produced

June 17, 2019

GOS80 00F

The FBI relied on CrowdStrike’s “conclusion” to blame Russia for hacking DNC servers, though the

USSIAGATE, WIKILEAKS

private firm never produced a final report and the FBI never asked them to, as Ray McGovern explains.

By Ray McGovern

Special to Consortium News

CrowdsStrike, the controversial cybersecurity firm that the Democratic National

Committee chose over the FBI in 2016 to examine its compromised computer servers,

never produced an un-redacted or final forensic report for the government because the

FBI never required it to, the Justice Department has admitted.

The revelation came in a court filing by the government in the pre-trial phase of Roger Stone, a long-
time Republican operative who had an unofficial role in the campaign of candidate Donald Trump.

Stone has been charged with misleading Congress, obstructing justice and intimidating a witness.

The filing was in response to a motion by Stone’s lawyers asking for “unredacted reports” from
CrowdStrike in an effort to get the government to prove that Russia hacked the DNC server. “The

government ... does not possess the information the defandant seeks,” the filing says.

In his motion, Stone’s lawyers said he had only been given three redacted drafts. In a startling footnote
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The Reactionary

Questions have
up of the DNC

o I

long been asked about Sussman’s involvement in the potential cover-

hack in 2016. It was Sussman who brought in CrowdStrike (given his

close relationship with founder Shawn Henry) to look into the DNC hack. According

to Politico:

In late April

2016), the DNC's IT department noticed some suspicious behavior and

contacted DNC chief executive officer Amy Dacey, according to a DNC

official. Dacey reached out to DNC lawyer Michael Sussmann, a partner at the

Perkins Coie law firm and a former federal prosecutor specializing in cybercrimes.

Sussmann called Shawn Henry, the president of cybersecurity firm CrowdStrike, to

get his comp

This CrowdStri

any's help.

e/Perkins Coie links put into perspective this information in the the

New York Times article, where Durham

has been pursuing a theory that the Clinton campaign used Perkins Coie to

submit dubious information to the F.B.1. about Russia and Mr. Trump in an effort

to gin up investigative activity to hurt his 2016 campaign.

If that is the case, then we doubt it would be limited to the Alfa Bank allegations. With

that in mind, re

call a couple things:
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Center for Tech and Civic Life (CTCL)

The Center for Tech and Civic Life (CTCL) is a Chicago, Illinois-based center-left election reform advocacy
group formed in 2012. The organization pushes for left-of-center voting policies and election administration.
It has a wide reach into local elections offices across the nation and is funded by many left-of-center funding
organizations such as the Skoll Foundation, the Democracy Fund, the John S. and James L. Knight
Foundation, and the Rockefeller Brothers Fund. [ [21 31

Tiana Epps-Johnson, Donny Bridges, and Whitney May, the founders of the Center for Tech and Civic Life,
‘were co-workers at the New Organizing Institute (NOI) for several years before the organization dissolved in
2015. [41NOI, described by a Washington Post reporter as “the Democratic Party’s Hogwarts for digital
wizardry,” was a major training center for left-of-center digital activists over the decade of its existence. [°]
Additionally, a few members of CTCL’s board of directors have strong ties to Democratic political
operations, notably Tammy Patrick, a senior advisor to the elections program at Pierre

Omidyar’s Democracy Fund, and Cristina Sinclaire, who was previously employed by NOI as well as by the
progressive data service Catalist. [€]

In the months leading up to the 2020 election, Mark Zuckerberg and his wife Priscilla Chan donated a total
of $350 million to CTCL. CTCL then donated the funds in the form of grants to various jurisdictions
throughout the United States to help them hire more staff, buy mail-in ballot processing machinery, and
other measures they deemed necessary to properly handle the election amid the COVID-19 pandemic. [71 [
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September 30, 2020

Lancaster County, Nebraska
Lancaster County Board Chair
555 S. 10th Street. Suite 110

Lincoln, Nebraska 68508

Dear Sean Flowerday,

I'am pleased to inform you that based on and in reliance upon the information and materials
provided by Lancaster County, and the special circumstances Lancaster County faces
administering elections in 2020, the Center for Tech and Civic Life (“CTCL"), a nonprofit
organization tax-exempt under Internal Revenue Code (“IRC”) section 501(c)(3), has decided to
award a grant to support the work of Lancaster County (“Grantee”)

The following is a description of the grant:

AMOUNT OF GRANT: $404,584.50 USD
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CTCL COVID-19 Response Grant Report

All grantees who requested a 6-month extension are required to submit a final report
by July 31, 2021

Name *
David Shively
First Name. Last Name
Email *

dshively@lancaster.ne.gov
examplo@example.com

State * Jurisdiction Name *

Lancastor Gounty

ex: Adams County, Adams Twp, etc.

Office Name *

Election Commissioner
ex: Board of Elections

1. Total CTCL COVID-19 Response Grant received: *
404585.50

Please report on how you spent your total grant amount between the dates of June 15,
2020 and June 30, 2021 in the fields below. For example, if your total amount was $10,000,
and you spent $6,000 by December and used a 6-month extension to spend the remaining
$4,000, please report on the entire $10,000 in the fields below.

2. Please indicate how much of the grant funds were spent on the following public
purposes between the dates of June 15, 2020 and July 31, 2021: *

$ Amount
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. Ballot drop boxes. 10940.03

b. Drive-through voting

. Personal protective equipment (PPE) for staff, poll workers, or voters
d. Poll worker recruitment funds, hazard pay, andlor raining expenses
e. Polling place rental and cleaning expenses

1. Temporary staffing support 110121.26

9. Electon department real estats costs, orcosts associated with sateits eecton 1500 0
department offce =

h. Vote-by-maillAbsentee voting equipment or supplies. 266197.84
. Election administration equipment 2002.39
. Voting materials in languages other than English

k. Non-partisan voter education 13823.98

3. Total grant expenditures on sections 2a-2k: *
404585.50

4.1f your answers to question 1 and question 3 do not match, for what additional

purposes were grant funds expended?

Type here...

5.1 certify that grant funds have only been expended for the public purpose of
improving, administering and ensuring the safety of elections. *

Yes

Your initials: *

dis

Any other thoughts you'd like to share?

Thank you for the grant funds. They greatly assisted us in our
response to COVID-19 safety issues. ~Lancaster County
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Filing ID #20017460

PERIODIC TRANSACTION REPORT

Clerk of the House of Representatives - Legislative Resource Center « 135 Cannon Building - Washington, DC 20515

FILER INFORMATION

Nam¢

Hon. Nancy Pelosi
Status: Member
State/District: CA12

TRANSACTIONS
ID  Owner Asset Transaction Date Notification Amount Cap.
Type Date Gains >
$200?
sp CrowdStrike Holdings, Inc. - Class P 09/03/2020 09/03/2020  $500,001 - r
A(CRWD) [ST] $1,000,000
FrunG Starus: New
Descrirrios: Purchased 5,000 shares,
* For the complete list of asset type abbreviations, please visit https://fd. house.gov/ reference/asset-type-codes.asps.

InrmiaL PusLic OFFERINGS

C Yes @ No

CERTIFICATION AND SIGNATURE

[ 1 CERTIFY that the statements I have made on the attached Periodic Transaction Report are true, complete, and correct to the
best of my knowledge and belief. Further, I CERTIFY that I have disclosed all transactions as required by the STOCK Act.

Digitally Signed: Hon. Nancy Pelosi, 10/04/2020
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Background

infrastructure (Ci), breated as a subsector

under the existing Government Facilities
Sector. Cl is a DHS designation established
by the Patriot Act and given to “systems
and assets, whether physical or virtual, so
vital to the United States that the incapacity
or destruction of such systems and assets
‘would have a debilitating impact on security,
national economic security, national public
health or safety, or any combination of
those matters.” Election systems meet this
definition and must be secured to safeguard
our Nation’s democratic process.

The Homeland Security Act established
DHS in 2002 and made DHS responsible
for safeguarding our Nation’s critical infra-
structure from physical and cyber threats
that can affect national security, public
safety, and economic prosperity.

Within the DHS Office of Cybersecurity &

About the Catalog

This catalog lists and describes cybersecurity services available to the I
community. The purpose of the catalog is to inform the EI community of
these services, advance information sharing among the community, and
promote the protection of El systems. All services featured in this catalog are
voluntary, non-binding, no cost, and available to stakeholders upon request.

The catalog explains how CS&C delivers cybersecurity services, describes
these services, and includes links to further details and contact information

Service Delivery

CS&C uses a collaborative approach to help SLTT election officials under-
stand and manage the cybersecurity risk posture of their systems. CS&C
cybersecurity personnel within SECIR and NCCIC deliver the services outlined
in this catalog.

SECIR

SECIR streamlines strategic outreach to government and industry partners
by leveraging capabilities. information and intelligence, and subject matter
experts (SMES) to answer the needs of stakeholders. SECIR programs and
initiatives cultivate public, private, and international partnerships and build
resilience across the Nation’s Cl and cybersecurity community. SECIR's
Cybersecurity Advisors (CSAs) are distributed personnel assigned to 10
regions throughout the United States to help private sector entities and SLTT
governments prepare for—and protect themselves against—cyber threats.
CShs engage stakeholders through partnership and direct assistance
activities to promote cybersecurity preparedness, risk mitigation, and
incident response capabilities.

NCcCIC
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Thank you for contacting me. Vigilance in protecting the integrity of our elections is essential for our
representative democracy to survive and flourish.

It is my understanding that a written report by the auditors will be made available after the Maricopa
County, Arizona audit is complete. | intend to study the report carefully rather than travel to Arizona
now. It will be much more beneficial to read and study their report, in which | anticipate they will
provide the details of their audit process and what they found.

Nebraska has a post-election audit process. We hand count at least two percent of the precincts in the
state. The precincts are broadly represented geographically. That audit occurs after every primary and
general election. That audit confirmed the accuracy of the machine-counted ballots.

Recently questions have been raised as to whether Nebraska’s election results have followed a
predetermined algorithm. The person who looked at this posted their findings anonymously. I have put
the word out that | would be happy to sit down with them and have them go over with me what they
found and what they think that it means. | want to understand these claims.

The person who discovered the algorithm has said repeatedly that it only works if the counting
machines are connected to the internet before, during and after the election. None of Nebraska’s
counting machines across the state are ever connected to the Internet at any time. Neither are the
computers where the counting machine results are compiled. This was not an accident. We ordered
the machines this way precisely to prevent the kind of manipulation that has been reported.

As soon as the Maricopa County audit results are published, 1 will study them. | invite you to do the
same.

Thank you for your vigilance in protecting our election processes.

Robert B. Evnen
Nebraska Secretary of State

State Capitol, Room 2300 | Lincoln, NE 68509
robert.evnen@nebraska.gov | (402) 471-1572




