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CASE STUDIES

Aviation & Aerospace
1. IMS - Intelligent Medical System for NASA

The National Aeronautics and Space A is faced with many difficult
tasks supporting human life in space. Pr 1s the practice of medicine. A
Mars mission will have communication delz ¥ to 40 minutes making emergency
support difficult. Our design addresses long-term mission medical requirements by proposing
a distributed intelligent system that can function as a stand-alone system for emergencies as
well as function with the Earth-based NASA medical.
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Figure 2 - Client Login and Logos of assuran ecurity monitoring
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3. “Generating IP Revenue using Copyright Enforcement and Brand Protection”
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Generating [P Revenue using Copyri nd Protection Technologies
Services provided by Intellas UK Lt h First Cyber Security Ltd.
Enforcement of copyright protection ust trol and encryption to prevent
modification and non authorize use of original images. Implementation of watermarks to

authenticate ownership rights for a wide range of images considered valuable.
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Figure 4
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